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Practice Name:    Confluence Health Omak                                                          
Practice Address:
     916 Koala Street
City:
Omak 
State:
WA
Zip:
98841



Phone: 509-826-1800
Fax:
E-mail: pauls@mvhealth.org
Contact person: Shawna Paul
Title:
Medical Staff Secretary
Provider Info:

___ ___ ___
___________________________________________
________________
___________

Initials
First Name
M.I.
Last Name
Title
SSAN (Last 4) *

(Middle initial required)
(*Used for password verification only)

Physician Type:


Private Practice:
(  (No Group) 


Group Practice1:
(  Name Confluence Health Omak  (same set up as Robert JS Weston, MD)

Other Physician(s)1:
(  Name _______________________   
( Name _____________________


(  Name  ______________________  
(  Name _____________________


Other Group(s)1:
(  Group _______________________ 
(  Group ____________________

Physician's Assistant1:
(  Assoc. with __________________________

I want to Digitally Sign my Transcribed Reports:
(Yes
(
No
Dictation # __________

I want PCI access at my Office:

(Yes
(
No

I want Mercury MD:
(Yes  
(
No
( Palm Pilot
( Pocket PC

I want access to Physician Self-Assignment:
(Yes
(
No

I want Iatric flowsheet:
(Yes
(
No

Office Staff who need access to PCI:

(Middle initial required)

___ ___ ___
__________________________________
_________________________
_________

Initials
Name 
Title
SSAN (Last 4)
___ ___ ___
__________________________________
_________________________
_________

Initials
Name
Title
SSAN (Last 4)

___ ___ ___
__________________________________
_________________________
_________

Initials
Name 
Title
SSAN (Last 4)
___ ___ ___
__________________________________
_________________________
_________

Initials
Name
Title
SSAN (Last 4)

______________________________________________________________
__________________________________

Physician/Authorizing Manager Signature
Date

~~ All users must sign an INHS Security Agreement. ~~
1 This authorizes other group physicians to share patient data.
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Physician/Office Staff Security Agreement 

I (the undersigned) do hereby agree to comply with the following policies in the performance of my assigned duties in using INHS Hospital Information Systems.

I agree that I will keep my assigned password in strict confidence, not attempt to access the system using another user's password, request a new password if I feel my password has been compromised, report any known security violations, not attempt to access any information to which I have not been granted access authorization, including but not limited to application modules, programs, patient records and personnel records, maintain the confidentiality of all patient health information at all times, not reveal any proprietary or confidential business or organizational information to any third-party without express written authorization from INHS, and when leaving the workstation unattended, I will EXIT the system completely.
I understand that breach of these policies constitutes grounds for disciplinary actions including but not limited to termination of my access to such computer systems.

Physician Self-Assignment Policy/Authorization 

Physicians may, under certain circumstances, “self-assign” themselves to a patient in Meditech to then enable them to view a patient record not previously accessible by them as they were not a physician of record.  The purpose is to facilitate patient care. 

It is the policy of INHS/IRM that Physicians may perform the above referenced “self-assignment” on an “as-needed” basis.  In performing the self-assignment, the Physician is acting on their own and without support or intervention from INHS/IRM. 

Any record of the self-assignment process can only be created “after-the-fact”.  As such, it is the “self-assigning Physician” who must take responsibility for ensuring that applicable HIPAA provisions of “need-to-know”, minimum necessary and confidentiality/integrity of the patient record are maintained for the duration of their access to the record to which they self-assign.  

Additionally, the self-assigning Physician must be responsible for any subsequent wrongful disclosure or compromise of the respective self-assigned patient information resulting from the Physician’s self-assignment (such as if/when the Physician accesses the wrong patient, etc.).

Deaconess ____    Valley____    Holy Family ____    Sacred Heart ____    Kootenai ____    Other MVH
Initial if requested: _______
For Digital Authentication (E-Sign) Use Only

Physicians who authenticate reports of their patients through the use of a digital signature additionally agree to the following:

1. I understand that my unique password constitutes my digital signature and that it must be treated as confidential information.

2. I understand that my digital signature authentication privileges will be withdrawn if I allow any other individual to utilize my password to access the system.

3. I have privileges at the following hospitals:

Deaconess ____    Valley____    Holy Family ____    Sacred Heart ____    Kootenai ____    Other MVH
Initial if requested: _______
______________________________________________________________
_______________________________________________
Signature
Date
______________________________________________________________
_______________________________________________
Name  (Please Print First, Middle Initial, Last)
Title

______________________________________________________________
_______________________________________________
Medical Practice
Contact phone number OR E-mail address

Return to:
Inland Northwest Health Services, Information Resource Management  


Attn: Security
Fax: (509) 232-8287
IRM Help Desk Phone: (509) 474-3366


